**Как не быть обманутым при совершении онлайн-покупок.**

Покупки в интернете давно стали привычной частью нашей жизни. На первый взгляд посылка наложенным платежом кажется вполне удобным и безопасным способом онлайн-покупки. Ведь вам не приходится платить предоплату, а вы платите на почте при получении посылки. И многие думают, что на почте они вскроют посылку, посмотрят, проверят товар и если что не так, в любой момент смогут от него отказаться и забрать деньги. Да и товары в интернет-магазинах дешевле за счет экономии на аренде площадей, количестве персонала, да и для каждого из нас - экономия времени по походам в магазин.

**Но спешу вас разочаровать!** Популярность такой торговли привлекает все больше нечестных людей, поэтому при заказе желанных вещей с незнакомых сайтов следует быть осторожным. Многие мошенники этим пользуются. Они создают временные красиво оформленные сайты для рекламы какого-либо товара. Это может быть как товар известного бренда, по чересчур заниженной цене, либо просто выдуманный, фейковый товар со сказочными свойствами и характеристиками

Как правило, все мошеннические сайты имеют одну стилистику и функционал, схожие с оригинальным сайтами по продаже товаров определенного бренда или вида. При этом на всех сайтах и именно в этот момент действуют космические скидки 50-90%, а в правом верхнем углу всплывает блок, имитирующий активность покупателей типа (только что Иван Федоров оформил заказ). К явно заниженной цене, скидке в 90 % и навязчивому желанию вас осчастливить следует относиться с подозрением. При виде даже заманчивого предложения нужно не сразу оформлять заказ, а дать себе время обдумать предстоящую покупку. Можно поискать в сети указанные на сайте реквизиты. На мошенническом сайте не будет правдивой информации. И заметьте, что у них нет на сайте телефона для связи, есть только возможность оставить свои контакты для связи.

Зачастую, желаемые Вами товары рекламируется через социальные сети, поисковые системы, через развлекательные порталы, а также «Доски объявлений», «Авито» и т.п. Рекламу этих товаров можно увидеть в ленте «Яндекс Дзен», «Одноклассники», «Ютуб» «Инстаграм», «ВК». Суть всех этих сайтов сводится к тому, чтобы «втюхать» Вам товар наложенным платежом. Ну и в результате: вместо заказанного товара на почте вы получите какую-нибудь дешёвую безделушку и кучу упаковочного материала, песка, наполнителя для кошачьих туалетов.

Следует заметить, что при получении товара по почте наложенным платежом, при получении товара работник почтового отделения потребуют внести стопроцентную сумму платежа, и только потом выдают вам посылку. За содержание посылки почта не несет никакой ответственности. Если в посылке окажется совсем не тот товар, который вы ожидали, то это будут уже Ваши проблемы, которые вы должны решать с отправителем. Уплаченные деньги вам уже не вернут.

Если отправитель – не юридическое, а физическое лицо, либо на отправлении указан абонентский ящик – это также признаки мошенничества. Посылка без обратного адреса с надписью в графе отправителя «Возврату не подлежит» - признак мошенничества. Такое отправление – признак явного «надувательства».

Если вы всё-таки решили приобрести товар наложенным платежом, всегда требуйте у продавца, чтобы посылка была с описью вложения [ф. 107](https://www.pochta.ru/support/post-rules/inventory-investment). Если вы заказываете товар на мошенническом сайте, то при заказе с требованием предоставить опись вложения, так называемый «менеджер онлайн-магазина», откажется вам ее предоставить.

Но только в этом случае работник почты сможет при вас вскрыть посылку и проверить соответствует ли посылка описи. Ну а вы, в случае если товар в посылке окажется не тот, сможете от него отказаться и не выкупать.

**Да, если вы незамедлительно после доставления посылки в почтовое отделение не выкупите посылку, мошенники начнут названивать и требовать срочно пойти на почту и выкупить посылку, иначе они будут обращаться в суд и привлекать вас за совершение мошенничества. Не переживайте, никакого мошенничества в ваших действиях нет, можете смело посылать их по телефону или сказать, что обратитесь в полицию, в таких случаях угрозы сразу прекращаются.**

Ну и напоследок хочу вам пожелать: не будьте беспечными, не гоняйтесь за дешевизной, помните про бесплатный сыр, ну и про то, что в век информационных технологий, все можно проверить, узнать, найти отзывы и тогда никакие аферы и «разводы» вам не страшны.

Удачных Вам онлайн-покупок!!!
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